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SUBJECT 

WEB CONTENT 
MANAGEMENT  

POLICY NUMBER 
8.05 

 
POLICY MAINTENANCE ADMINISTRATOR: Communications Director  
PURPOSE/SCOPE: To ensure appropriate management of the Department’s Web 
content. 

 
 
I. AUTHORITY 
 

Section 282.318, Florida Statutes, Enterprise Security of Data and Information 
Technology 
 
Chapter 71A-1, Florida Administrative Code, Florida Information Technology 
Resource Security Policies and Standards 
 
 

II. RELATED POLICIES 
 
MP 8.01, Computer Security 
 
 

III. DEFINITIONS 
 

A. Accessibility- Computer accessibility (also known as accessible computing) 
refers to the capability of a computer system to be used by all people, regardless 
of disability or severity of impairment (in accordance with Section 508 of the 
Rehabilitation Act of 1973, as amended in 1998 by the Workforce Investment 
Act). 

 
B. Content Management- The administration of digital content throughout its 

lifecycle, from creation to permanent storage or deletion.  The content involved 
may be images, video, audio and multimedia as well as text.  The usual stages in 
digital content management are: 1) Creation; 2) Editing; 3) Publishing 
(publishing, in this context, means making the content available to users, whether 
Web site visitors or enterprise employees); 4) Oversight, including managing 
updates; and 5) Removal 
 

C. Server- A system entity that provides a service in response to requests from 
other system entities called “clients.”  
 
 

http://www.leg.state.fl.us/Statutes/index.cfm?App_mode=Display_Statute&Search_String=&URL=0200-0299/0282/Sections/0282.318.html�
https://www.flrules.org/gateway/ChapterHome.asp?Chapter=71A-1�
http://www.section508.gov/Section-508-Of-The-Rehabilitation-Act�
http://www.section508.gov/Section-508-Of-The-Rehabilitation-Act�
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D. Web Security- Refers to the practice of applying appropriate security 
management best practices and controls when maintaining and operating the 
Agency’s secure web presence.   
 

E. Web Site- A collection of Web pages maintained by the Department, including 
the Department’s intranet (SafetyNet) and Internet sites. 
 
 

IV. POLICY 
 

Our web sites are the public face of the Department and are the primary and most 
important means of communication with our members, partners (including Tax 
Collectors), and external stakeholders, including the citizens of Florida. 

 
Content management of the site is established under the oversight of the 
Communications Office.  This management involves close consultation with divisions 
and offices within the Department, including Information Systems Administration for 
information technology and security support and the General Counsel’s office for 
legal support.  Each division has the authority and accountability to designate a point 
of contact authorized to post agency information specific to the division.  
 
All official pages on the DHSMV Web site must adhere to Department policies, 
including information security policies. Department web sites are required to comply 
with state and federal law governing accessibility.  DHSMV is solely responsible for 
the content and copyright for official web pages.  Division points of contact 
authorized to post agency information are responsible for ensuring that materials 
meet legal and Department policy requirements. 
 
The Department’s web sites require a collective, proactive approach across the 
Department to ensure web content meets the following goals and objectives:  

1. Supports the goals and key initiatives of the Department. 
2. Develops content that is audience focused, relevant and valuable to our 

web audiences, while ensuring the best possible presentation, navigation, 
currency, interactivity, and accuracy. 

3. Promotes a consistent image and identity for the Department to enhance 
effectiveness of communication. 

4. Adheres to applicable standards. 

The Communications Office will assess the effectiveness of web pages by facilitating 
an audit/review of the Department’s web site at least semi-annually.  This 
audit/review will ensure that the “look and feel” is consistent, navigation is optimal 
(i.e., check for broken links), information is current and accurate, the message is 
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appropriate, and technical best practices are implemented.  The audit/review team 
will be comprised of a single designee from each division. 

All web-based applications (interactive processes, databases, and other online 
services) must follow basic design standards established by the Department and 
must adhere to all laws, regulations, and Departmental policies related to privacy, 
security, and accessibility. 

As technologies evolve and new modes of information sharing capabilities emerge 
that appear to be viable for business use (such as social networking capabilities), 
these new modes of information sharing are subject to this content management 
policy. 
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