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SUBJECT 
COMPUTER SECURITY 

POLICY NUMBER 
8.01 

 
POLICY MAINTENANCE ADMINISTRATOR: Chief Information Officer 
PURPOSE/SCOPE: To establish information security policies and standards to 
ensure that the Department has an adequate level of security to protect its data and 
information technology resources. 

 
 
I. AUTHORITY 
 

Chapter 282.318, Florida Statutes, Security of Data and Information Technology 
Resources 
 
Rule 71A-1.001, Florida Administrative Code, Information Resource Security 
Policies 
 
 

II. DEFINITIONS 
 

A. Information Technology Resources – Agency computer hardware, software, 
networks, devices, connections, applications, and data. 

 
B. User- Any authorized individual who uses information technology resources.  

 
 
III. POLICY 
 

The Department will provide information technology resources that are responsive to 
the needs of the programs and facilities which it supports.  These resources require 
active involvement and awareness of each user to comply with information security 
policies based on industry standards and best practices.  Information technology 
security responsibilities will be accomplished within the framework of State and 
Federal laws, Department rules, and guidelines set forth by the Division of 
Information Systems Administration. 

 
 

IV. PROCEDURES 
 

A document entitled “Information Security Policy Manual” is available on-line.  
Members shall acknowledge they understand the Department’s Information Security 
Policies and will abide by them. 

 

http://www.leg.state.fl.us/Statutes/index.cfm?App_mode=Display_Statute&Search_String=&URL=0200-0299/0282/Sections/0282.318.html�
https://www.flrules.org/gateway/ruleNo.asp?id=71A-1.001�
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