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SQSO

For the State of Florida

Department of Highway Safety and Motor Vehicles

For the Ignition Interlock Device Program

ITN 023-03

Respondent:


Sheram Enterprises, Inc, 


d/b/a Guardian Interlock Systems


13 A West Park Square

Marietta, Georgia 30060

FEIN: 58-1950039

April 24, 2003

Bruce Lynn

Purchasing Manager

Bureau of Purchasing and Contracts

Florida Department of Highway Safety

 and Motor Vehicles

Neil Kirkmand Building, Room B410A, MS 31
2900 Apalachee Parkway
Tallahassee, Florida 32399-0500

Re: SQSO for the State of Florida Department of Highway Safety and Motor Vehicles, For the Ignition “Interlock Device Program, ITN 023-03


Respondent:



Sheram Enterprises, Enterprises, Inc, d/b/a Guardian Interlock Systems



13 A West Park Square

Marietta, Georgia 30060

Telephone Number:  (770) 499-0499

Representative: Joseph R. Sheram, President
Dear Mr. Lynn:

Sheram Enterprises, Enterprises, Inc, d/b/a Guardian Interlock Systems, recognizes and appreciates the changes made in the referenced ITN.  We feel that it is a clear sign that the Department is committed to a successful ignition interlock device program in Florida and we are happy to submit the following Statement of Qualifications and Services Offered.  We believe that, after reviewing the information set forth in this document, you will conclude that Guardian Interlock Systems is uniquely qualified to provide the services contemplated in the ITN.

The undersigned, Joseph R. Sheram, as president and majority stockholder, is authorized to bind the respondent in this matter.

Guardian is submitting this SQSO in its own behalf.  There are no joint proposing firms.  While subcontractors may be employed to deliver interlock installation and monitoring services, they will always operate under Guardian’s direction and guardian will be solely responsible for fulfilling the contractor’s obligations as set forth in the ITN.

There are no conflicts of interest or disclosures to be declared under the terms of Section 3 of this ITN, “Conflicts of Interest and Disclosure”.

We look forward to working with the Department to develop a successful interlock program for the State of Florida.

Sincerely, 

Joseph R. Sheram

President

INVITATION TO NEGOTIATE

ACKNOWLEDGEMENT FORM

EXECUTIVE SUMMARY

SCOPE OF SERVICES AND PRODUCTS PROVIDED:
Florida’s ignition interlock program is an administratively and judicially focused program administered by the DHSMV as a condition of license reinstatement and as a condition of probation for some first time and multiple DUI offenders.  While some DUI offenders are required to meet both DUI program requirements and ignition interlock requirements, the focus of this ITN is on the development of an effective statewide ignition interlock program which will have the capability of providing information to all affected state agencies in a secure and timely manner.
The Department will administratively require that those offenders that fall under the purview of the law pertaining to ignition interlock device restriction be mandated to have the interlock device installed.  This would include the following offenders:

· First-time offenders with a .20 BrAC or higher; 

· DUI offenders with a minor in the vehicle at the time of violation; and

· Multiple DUI offenders. 

· Offenders mandated by court order. 

The successful contractor must develop a program which ensures that these needs are met.

Implementation of a successful interlock program is dependent upon two major factors: (1)  a statewide network of conveniently located, well trained and disciplined service centers and (2) reliable, state of the art ignition interlock devices interfacing with an advanced data based for data capture and reporting.  
SERVICE NETWORK:  DHSMV has recognized that a major factor in the success of an interlock program is convenience to the participant.  For this reason, service centers must be situated so that no interlock participant is required to travel inordinate distances to receive service.  Specifically this means that the centers must be positioned so that no participant is required to travel more than one hundred miles in sparsely populated areas of the state or thirty miles in high density counties.  Our plan for establishing service centers is set forth in the SQSO.
TECHNOLOGY:  Guardian will introduce its newest technology, the Guardian Advanced Alcohol Monitor (Model AMS 2000), to support Florida’s ignition interlock program.  This device completed certification testing at the prestigious Underwriters Laboratory on April 15, 2003.  The certification Report will be issued within the next two weeks.  We believe that this technology significantly advances the state of the art and will prove highly effective in Florida’s program. Details are discussed in the body of the SQSO.
RESOURCES AND EXPERIENCE

Models of the Guardian Interlock Devices have been in continuous production for over 18 years.  The quality and reliability of the device is unsurpassed in the industry. The basic technology, first introduced in 1985, has been continually improved to ensure state of the art capabilities.  During this time, over 200,000 DUI offenders have been successfully monitored in over 26 states.  

Every independent study covering the effectiveness of Breath Alcohol Ignition Interlock Devices (BAIIDs) has included the Guardian Interlock Device.  Guardian’s results have met or exceeded the performance of all other devices included in these studies.  In fact, most quotes published by interlock manufacturers regarding the effectiveness of ignition interlock devices actually refer to the performance of the Guardian device.

Guardian Interlock Systems, Inc., a Colorado based corporation, introduced the first Guardian Interlock Device in the State of California in 1985.  The company was purchased in 1986 by Cincinnati Microwave, Inc. and moved to Cincinnati Ohio.  There it was operated under a subsidiary corporation called Guardian Technologies, Inc.

In 1991, Sheram Enterprises, Inc., d/b/a Guardian Interlock Systems, was incorporated in the State of Georgia to purchase the rights to manufacture and distribute the product and to acquire the inventory of interlock devices that were being used at that time.  Operations were streamlined and, for the first time, the interlock business was placed on a profitable level.  The current owners, Joe and Roy Sheram have been continuously involved in the industry for 12 years
In 1993, an affiliated company, Guardian Ignition Interlock Manufacturing, Inc, d/b/a Guardian Manufacturing, was established to manufacture the Guardian Interlock Device.  The principals of Sheram Enterprises own controlling interest in this company.  Thus, Guardian is the only vertically integrated provider of ignition interlock devices in the industry.  As such we are not dependent upon the resources and conflicting priorities of contract manufacturers and foreign corporations.  
Guardian is widely regarded as the leader in the industry.  Today the company operates over 150 company-owned and franchise service centers in 26 states. Guardian has successfully established statewide networks under completive contracts with the states of Colorado, Georgia and Oregon.  While these states have followed the national trend toward open competition, we continue to operate effective statewide service networks.  
BACK-UP
Two types of back-up are required for a project of this magnitude.  These are (1) logistical and (2) staffing.  Logistically, Guardian has several key advantages in this area.  Over the last 10 years we have developed dependable lines of supply.  Long standing relationships allow us to stock pile raw materials with key suppliers, most of whom are Florida based.  By policy, we maintain a rolling six weeks supply of completed interlock devices plus sufficient quantities of our long lead time components so that we can react to increasing trends.  This is particularly important with new technology.  While we intend to use the AMS 2000 exclusively, we will also provide DHSMV with certification reports for our current alcohol specific device Model 3060.  In the unlikely event we encounter production problems; we can substitute this model on an interim basis until the problems are resolved.
In regard to staffing, the location of our manufacturing company in Rockledge, Florida, provides our service centers easy access to the engineers who actually designed the product and to the production executives responsible for delivering a problem free device.  These individuals are within three hours driving time of all of the most populous counties. Additionally, regional managers from Georgia, Ohio and Oregon will be on stand by to fill any gaps in training or manpower.
COMPETITIVE ADVANTAGE
Guardian’s competitive advantages in the State of Florida are numerous.  They include the following:
· A FLORIDA BASED MANUFACTURER:  ALL MODELS OF THE GUARDIAN INTERLOCK DEVICE ARE DESIGNED AND MANUFACTURED IN THE STATE OF FLORIDA.  OVER 90% OF THEIR COMPONENTS ARE SOURCED THROUGH FLORIDA SUPPLIERS
· ASSURED QUALITY:  The Guardian Interlock Device is manufactured by an ISO 9002 certified manufacturer. ISO 9002 certified testing laboratories have tested all models of the Guardian Interlock Device to NHTSA standards. While we have not applied for ISO 14000 certification, our review of its provisions indicates that we are in compliance with the standard.
· REDUCED TRANSIT TIME:  Our Florida based manufacturing reduces the time in transit to one day or less so that service centers will not be faced with delays in installation due to product availability.
· HANDS ON EXPERIENCE:  Unlike many manufacturers, Guardian does not exclusively distribute its product through third parties.  Guardian presently has 12 service centers operated by our own employees.  Further, we operate an additional 32 company managed contract centers in 9 states.  Thus we are clearly aware of the impact of policies, procedures or technical problems in the field.
· MULTI-STATE EXPERIENCE:  Guardian has a proven track record of establishing and maintaining statewide service networks in California, Colorado, Georgia, Idaho, Illinois, Iowa, Kansas, Maryland, Michigan, Ohio, Oklahoma, Oregon, Pennsylvania, Texas, and Washington.  
Additionally, we have multiple service locations in Arizona, Kentucky, Indiana, Louisiana, Missouri, Mississippi, Montana, New Mexico, New Jersey, New York, and Wisconsin.
· CENTRALIZED CONTROL THROUGH ADVANCED SOFTWARE: Guardian’s proprietary information system, Millennium, provides an unprecedented level of control over the activities of our service centers.  Millennium has been developed over a five-year period at a cost well in excess of $1 million.  This system literally tracks an interlock device from its manufacture to the end of its useful life.  When a device is shipped to a service center, the system removes it from warehouse inventory and transfers it to the service center’s inventory records. 

At installation, the service center first establishes a detailed participant file on the Millennium client database.  This file contains all the basic data required by state and local authorities and serves as the repository of all data regarding a particular participant’s activity during the monitoring period.  The service center then connects its computer to the interlock device to download the operating profile required by the particular jurisdiction and to record the device’s serial number in the client data base. 

When installation is completed, Millennium prints an installation report in the format required by the local jurisdiction. It then produces a participant lease that specifies the terms of the monitoring service including costs and other participant obligations such as the duration of the monitoring cycle, etc.  It also records a duplicate record in the client database.  This data is then transmitted to the 
Millennium master database located at our national data center in Rockledge, Florida.  The master database contains a duplicate copy of all service center files and is accessible by properly authorized authorities via the Internet.

The Guardian Interlock Device provides the control and discipline required of the participant during the monitoring cycle.  At installation the device’s service calendar, Memo Minder is set for the number of days between monitoring visits.  Memo Minder counts down the number of days remaining between monitoring visits and issues an audible/visual warning as the service date approaches.  If the participant fails to return for service within a predetermined grace period, Memo Minder renders the device inoperable and the vehicle cannot be started.
Every event involved in the operation of the vehicle is recorded on the Data Logger, the device’s on-board events log.  This microprocessor records and time stamps the results of each breath test including the BAC level detected.  It also records the time the vehicle’s engine was started, its run time and other key events such as the timing and results of rolling retests.

When the participant returns to the service center for his scheduled monitoring appointment, the service technician connects the service center computer to the device’s serial or USB port.  At that time, Millennium downloads the data from the Data Logger for analysis and reporting.  The software searches the activity data and isolates any failed breath tests, evidence of circumvention, and evidence of tampering or any suspicious test results.  These events are highlighted for the technician’s attention and appropriate reports are automatically generated.  Millennium stores this data in the service center’s client history file and transmits a duplicate record to Guardian’s national data center in Rockledge, Florida. 
The interlock device will not work unless it is downloaded to the service center software module at the required interval.  The Service center software module will not work unless it is downloaded to the national data center at the required interval.  Thus Guardian maintains a record of service center performance at all times and can take action as necessary.

Millennium maintains a record of all monitoring appointments.  In the event a participant fails to report for his scheduled appointment, an exception report is generated so that the service center can identify and contact those who fail to report.  If contact is unsuccessful within a predetermined time frame, a non-compliance report is generated for the appropriate authorities.  The system records the appropriate data in the service center client file and transmits a duplicate record to the national data center.

Thus the Millennium software has automated all of the basic reporting required to meet state and local government requirements.  This data is backed up at our national data center so that Guardian has access to all client files and the ability to monitor the performance of its service representatives.  More importantly, Millennium has been designed to accommodate the reporting requirements of the future. 
· PROVEN ABILITY TO INTERFACE WITH STATE DATA SYSTEMS: Guardian already has experience in formatting and transmitting data to state run data bases in Colorado and Illinois.  Further, numerous judicial officials across the country take advantage of our web based national data center to retrieve and review participant data under secure conditions.
Summary:  As can be seen in the following table, Guardian has the ability to meet all of the terms, conditions and requirements as defined in the ITN.  Our executives, by virtue of our business model literally have more hands-on experience than any other company in the industry.  We know what works and what does not.  Most significantly, the ITN contains no conditions that we have not successfully met in other states.
ABILITY TO MEET TERMS, CONDITIONS AND REQUIREMENTS
	ITEM
	
COMPLIANCE
F-FULL*
TBD-To Be Provided


	System configurations
   Data elements per schedule A

Chain of Custody

Policy and Procedures manual
Expert Witness
	F

F

TBP
F



	Interlock Equipment/System Software
Ignition Interlock Device

  ISO standards

  Alcohol specific

  Meet NHTSA and DHSMV standards (items 1-29)

Portable (laptop) workstations with case

Printer  
     
	F

F

F

F
F

	Installation
   Items a-c
   Item d

   Items f-k
   Item l

   Items m-o

   Item p

Item q

Item r-s


	F

TBP

F

TBP

F

TBP

F

TBP


	Certification
Meet ISO Standards

Provide Certification Report
Perform maintenance diagnostics

Provide yearly certification


	F

TBP

F

TBP

	Reporting
	F


	Quality Control and Assurance
	F


	Indigent Guidelines

	F

	Project Management and Operations
Items a, 1-5 and b-h


	F

	Training

Items a-f


	F

	Technology Refresh
	F
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PROJECT ORGANIZATION

RESUMES

Joseph R. Sheram, Jr.

President

Joe Sheram is president and founder of Sheram Enterprises, Inc., d/b/a Guardian Interlock Systems.  Since the firm's beginning in 1991, he has devoted full time to making Guardian a profitable, well managed company.  During this time the firm has become the recognized leader in quality and service throughout the country.  Mr. Sheram is also chairman and majority owner of Guardian Manufacturing Inc., a contract manufacturing firm which manufactures the Guardian Interlock Device.  Prior to founding Guardian, Mr. Sheram was president of Sheram Associates, a national management consulting firm specializing in assisting troubled companies.  During his career, he has served as president of a $30 million retail chain, partner in a national consulting firm, and senior vice president in a $500 million retail chain.

Joe Sheram has over forty years experience during which he has demonstrated capabilities in managing wide spread, multi-location service businesses.  Under his direction, the Guardian Interlock business has compounded at a rate in excess of 25% per year in the face of five new manufacturers joining the industry.  During this time a manufacturing plant has been acquired, the product has been continuously improved and profits and service are widely recognized as the best in the industry.

He holds an MBA degree from Georgia State University

Roy J. Sheram

Vice President –Operations

Roy Sheram joined Guardian in 1991 upon completion of his studies at Mercer University.  He has 12 years of increasing responsibility and experience in the interlock industry.  During that time he has participated in the technical development of the product and has been directly responsible for ensuring the quality of the product in the field.  His expertise includes:  all phases of design, manufacture and testing; software specifications and control procedures; field installation and maintenance.  

Roy Sheram has overall responsibility for Guardian's service center operations.  As such he negotiates and approves all franchise agreements and the hiring of company service representatives.  Additionally, he is responsible for the maintaining Guardian’s Millennium Information System and its national data base.  He ensures that responsible agencies receive all reports and information in a timely manner.

Donald Williams 

Western Regional Manager

Don Williams joined Guardian in 1989 and stayed with us after the acquisition.  He has fourteen years experience in the interlock industry. He and Robert Huff are, by far, the most experienced managers of interlock programs in the United States.  In his position of western district manager, he conducts training for all new service technicians west of the Mississippi and supervises the operation of company and franchise centers in California, Colorado, Idaho, Oregon, Utah and Washington. 
Prior to joining Guardian, Mr. Williams was owner and president of a full service automotive and truck repair facility.  During his career, he has also served as vice-president of a $10 million wholesale produce distributor and an educator.  In his tenure as a teacher, he served as district coordinator, state representative for elementary career awareness programs.

Robert Huff

Mid West Regional Manager

Bob Huff joined Guardian in 1985 and stayed with us after the acquisition.  He has over 18 years experience in the interlock industry. Bob has participated in the design and development of every generation of the Guardian Interlock Device and as served as production manager, manager of technical support and manager of quality control. He and Don Williams are, by far, the most experienced managers of interlock programs in the United States.  In his position of mid west regional manager, he conducts training for all new service technicians east of the Mississippi and supervises the operation of company and franchise centers in Illinois, Indiana, Iowa, Maryland, Michigan, New Jersey, New York, Ohio, Pennsylvania, and Wisconsin. 

Frank Holdiman

Georgia District Manager

Frank Holdiman joined Guardian in1993 as service technician for the Atlanta metropolitan area.  With over 10 years of increasing responsibility and experience he now manages 14 company and franchise locations throughout the State of Georgia.

Charles E. Smith

President

Guardian Manufacturing

Chuck Smith is in charge of all operations at Guardian Manufacturing.  Over the past eight years, Mr. Smith as gained a vast knowledge of control system architecture and applications within an industrial environment.  He personally designed the upgrade on the original device acquired from Guardian Technologies to meet current NHTSA standards.  Since that time he has been intimately involved with each technical improvement as it was engineered and tested. 

Before founding Guardian Manufacturing in 1993, Mr. Smith was lead engineer with McDonnell Aircraft in charge of Observables Engineering for the Navy Advanced Tactical Fighter.  He holds a B.S.E.E. from the University of Mississippi.

Jeffrey Stewart

Engineering Director

Jeff Stewart joined Guardian Manufacturing in 1995.  He directs an engineering staff composed of some twenty electrical, mechanical and quality engineers.  He has been directly involved in the on-going development of the Guardian Interlock Device. He personally developed the device software for Guardian models 3055, 30060 and AMS 2000. Prior to joining Guardian Manufacturing, Jeff held electrical engineering positions for Rockwell International, Lockheed Space Operations

Mr. Stewart holds a B.S.E.E. and a M.S.C.S from the Florida Institute of Technology.

James McClelland

Lead Project Engineer

Jim McClelland joined Guardian Manufacturing in 1996.  Since that time, he has been lead engineer on the development of the AMS 2000.  He also developed the Model 3055 “smart samplehead” and the Model 3060 alcohol specific samplehead currently being used by Guardian Interlock Systems.  He has an intimate knowledge of interlock requirements and technology and will lead our on-going development program.  

Jim has over twenty years experience in electrical engineering design.  His experience includes work on the Space Shuttle for Lockheed, Lockheed Martin GPS, and Rockwell International.  He served as an avionics technician in the US Marine Corps.

Ken Gerdes

Quality Control Manager

Ken Gerdes joined Guardian Manufacturing in 1995 as Technical Writer.  In this position, he developed the Guardian Interlock Service Center Operations manual and the Millennium software package Service Center User’s Guide.  He was instrumental in Guardian Manufacturing’s successful effort to achieve ISO 9002 certification and is responsible for maintaining all procedures and records to ensure continued ISO compliance.

Prior to Joining Guardian, Ken served as Manager of Engineering Technical Support and Manager of Logistics for City Bank, and taught computer electronics at the Suburban Technical Institute of New York. 

Andrea Haa

Interlock Certification Specialist

Andi Haa is Certified Quality Engineer and a Certified Quality Auditor (American Society for Quality Assurance). She has over twenty years of experience in quality assurance including ISO 9000.  She joined Guardian Manufacturing in 2001 to ensure that the AMS 2000 was designed and tested according to NHTSA and ISO standards.  She has worked closing with several state certification agencies to answer questions related to the earlier lab certification reports relating to the Guardian models 3050, 3055, and 3060.  She has quickly become one of the nation’s leading experts in interpreting NHTSA standards and testing requirements for Breath Alcohol Ignition Interlock Devices.

Ms. Haa will serve as interim project manager and, under direction of Roy Sheram, will coordinate all activities related to the implementation of a statewide program for Florida.

Paul Treadway

Senior Systems Analyst

Paul Treadway joined Guardian in 1998 to lead in the development and implementation of the Millennium system.  To accomplish this it was necessary for him to train and work in a service center and to spend time in the company of Guardian executives to gain a hands on knowledge of the needs of participants, service technicians, judicial and state officials and company management.  Paul worked with officials in Colorado and Illinois to format data for transmission and will be responsible for formatting transmitted data to DHSMV.

Mr. Treadway has 13 years experience in developing data systems for companies such as Raytheon, First National Bank of Maryland, Pfizer, and the IIT Research Institute.  He holds a BS in Engineering and an MS in Mathematics from SUNY.

PROJECT ORGANIZATION

DESCRIPTION

Overview

It should be noted that a statewide network in Florida will not be a new experience for Guardian Interlock Systems.  We are now providing ignition interlock installation and monitoring services to 26 states.  In over half of these states, we have established statewide service networks.  This has been accomplished either though multiple franchise territories or through company managed service centers.  In either case our overall approach to the task is the same.  The only variable is the degree of Guardian management involvement in selecting service locations.  Training of service personnel, establishing service center and participant data bases and the requirement for interfacing with the national data center are always handled by Guardian personnel.  

Because of the short lead time between issuance of a contract and project implementation, Guardian will operate service centers in the State of Florida as company managed centers.  The methodology will be described below.  It should be understood that this is a well proven method that we have employed for over 10 years.  We have demonstrated the viability of this approach in our statewide programs in Colorado,  Idaho, and Maryland.  It has also been used for specific locations in Arizona, Georgia, Oregon, Washington, and Wisconsin.

Contractor Experience

Company History:  Guardian Interlock Systems, Inc., a Colorado based corporation, introduced the first Guardian Interlock Device in the State of California in 1985.  The company was purchased in 1986 by Cincinnati Microwave, Inc. and moved to Cincinnati Ohio.  There it was operated under a subsidiary corporation called Guardian Technologies, Inc.

In 1991, Sheram Enterprises, Inc., d/b/a Guardian Interlock Systems, was incorporated in the State of Georgia to purchase the rights to manufacture and distribute the product and to acquire the inventory of interlock devices that were being used at that time.  Operations were streamlined and, for the first time, the interlock business was placed on a profitable level.

In 1993, an affiliated company, Guardian Ignition Interlock Manufacturing, Inc, d/b/a Guardian Manufacturing, was established to manufacture the Guardian Interlock Device.  The principals of Sheram Enterprises own controlling interest in this company.  Thus, Guardian is the only vertically integrated provider of ignition interlock devices in the industry.  As such we are not dependent upon the resources and conflicting priorities of contract manufacturers and foreign corporations.  At the same time, it allows us to 

attract and retain top quality engineers by continually offering them a variety of challenging projects.  

Today the company operates over 150 company-owned and franchise service centers in 26 states.  Actions are currently being taken to open centers in numerous other locations. Guardian is widely regarded as the leader in the industry.  All of our devices meet and exceed NHTSA specifications. Guardian devices and service locations have been included in every study that has been conducted on the effectiveness of Breath Alcohol Ignition Interlock Devices. 

Guardian has provided leadership in sponsoring state and national interlock legislation and in developing state level interlock programs throughout the country.  Our executives have worked closely with state officials in California, Colorado, Georgia, Illinois, Maryland, Mississippi, Oregon, and Pennsylvania in developing the administrative and technical specifications for their interlock programs. We have also conducted orientation programs at numerous state judges conferences and have delivered speeches and presentations at DMV and Lifesaver conferences. 

Reduction of Recidivism: Since the introduction of the first Guardian device in 1985 nearly 200,000 DUI offenders in more than 25 states have been monitored the under the Guardian Responsible Driver Program.  During this time Guardian has amassed almost 1 million client months of recidivism data.  Guardian’s technology and approach to offender monitoring has been the subject of every independent study of BAIIDs.  It is a fact that the following significant studies on the efficacy of BAIIDs either focused upon or included the results of the Guardian Responsible Driver Program:  Ignition Interlock Devices: An Assessment of their Application (AAA Foundation for Traffic Safety, 1991), Hamilton County [Ohio] Drinking and Driving Study (University of Colorado, 1993), Alcohol Ignition Interlocks (Anheuser-Busch Companies, 1996), State of Maryland Ignition Interlock Program (University of Maryland, 1997), A Preliminary Report on the Effectiveness of the Illinois BAIID Pilot Program (Illinois Department of Public Health 1997).

Each of these studies have shown a substantial reduction in recidivism among Guardian participants. We are aware of no study in which the results obtained by other manufacturers bettered those of Guardian.

Ignition Interlock Manufacture:  Models of the Guardian Interlock Devices have been in continuous production for over 18 years.  The quality and reliability of the device is unsurpassed in the industry. The basic technology, first introduced in 1985, has been continually improved to ensure state of the art capabilities.  During this time, nearly 200,000 DUI offenders have been successfully monitored in over 26 states.  

Since 1993, Guardian has produced over 20,000 interlock devices and has continuously upgraded the technology and performance of the product. Currently four models of the Guardian Interlock Device are in the field.  All are certified to meet NHTSA standards.

Every independent study covering the effectiveness of Breath Alcohol Ignition Interlock Devices (BAIIDs) has included the Guardian Interlock Device.  Guardian’s results have met or exceeded the performance of all other devices included in these studies.  In fact, most quotes published by interlock manufacturers regarding the effectiveness of ignition interlock devices actually refer to the performance of the Guardian device.

Our fifth and latest model the AMS 2000 completed certification testing at the prestigious Underwriters Laboratory on April 15, 2003.  This is the device we intend to use in Florida.  Details are addressed in the Hardware/Software section of this document.  

Training and Technical Support:  State-of- the art technology is an integral part of the Guardian program.  Technology, however, is only the starting point of an effective interlock program.  The success of an ignition interlock program lies in its execution, not just in the equipment used.  Just as the best golf equipment available provides no assurance that one can play like Tiger Woods, the best interlock technology provides no assurance of a successful program.  
For this reason, the Guardian Responsible Driver Program considers state-of-the-art technology to be a given and concentrates on a rigorous program of education, monitoring and reporting.  Training takes place on two levels.  

First, the service representative must be educated as to the installation and operation of the interlock device, the unique problems involved in dealing with habitual DUI offenders, and the use of Guardian’s proprietary software, Millennium.  Training normally takes place in one of our regional training centers located in Cincinnati, Ohio, Marietta, Georgia and Portland, Oregon and is conducted by one of our regional or district managers.  Service representatives undergo a one week training session during which they interact with program participants, learn to install and monitor the device, and gain experience reading and interpreting the events recorded on the device’s Data Logger.  The training session also deals with the infrequent need to provide expert testimony and the more common need to educate attorneys, prosecutors and probation officers as to the workings of the device and interpretation of the data.  Given the short implementation period in Florida, we plan to send two of our regional managers to conduct training at the service locations.  We have been successful in the past.  Problems in installation or monitoring can normally be handled over the telephone by one of our managers and, with the time difference, our west coast manager is available until 9:00 pm Eastern Standard Time.

The second key element of training involves educating the participant.  The vast majority of interlock participants are repeat offenders.  Typically, these are habitual offenders who have failed to recognize that they have a problem.  The Responsible Driver Program, in conjunction with other programs such as DUI schools and assessment programs, seeks to force offenders to confront their problems.

Our detailed training video takes the participant through every aspect of the device and its features.  Emphasis is placed on the manner in which the results of each breath test are analyzed and recorded.  The participant is informed of the various ways in which the device detects and records attempted acts of circumvention and of the actions that will result in an unscheduled return to the service center.  He then goes through an orientation and demonstration process while the installation is in process.  Upon completion of installation, the participant must demonstrate his ability to operate the device until the service technician is satisfied that he possesses the knowledge and skills required for routine operation.

Implementation and Coordination of a Statewide IID Program:  As indicated previously, this process presents no new problems to Guardian management.  We have done this many times before.  The only unique requirements are those relating to interaction with DHSMV information systems and personnel.  We currently deal with state administered programs in the following states:

California

Colorado

Georgia

Illinois

Maryland

Texas.  

Each state has different reporting/interface requirements but the basic objectives of the programs and the data base requirements are the same.  We have no reservations about our ability to meet DHSMV expectations. 

Information Collection:  This mechanism is already in place through our Millennium software package.  Guardian Interlock Devices cannot operate unless they make predetermined contact with Millennium’s Service Center Module.  This module collects data from the events log, performs required diagnostics, produces all required reports, and resets the device’s service calendar.  If the device does not make contact with the software within the required service interval, it times out and shuts itself down.

By the same token, the Service Center Module will not operate unless it makes contact with Millennium’s National data base at predetermined schedule which can be customized to the requirements of each state.  Once data is collected it is available through password control to state, local and judicial officials who want to see detailed participant records.  

Guardian currently transmits data in state specified formats to Colorado’s DMV and Illinois’ Department of the Secretary of State.  We also transmit data in a specified format to Westec, Inc., an independent research company employed by the Maryland MVA.

Detailed Work Plan

As stated previously, Guardian’s experience indicates that, given the limited implementation schedule and intense reporting requirements contemplated in the ITN, a company managed approach is appropriate for the State of Florida.  The use of carefully screened subcontractors will give us the ability to open the required number of service centers without the constraints of startup costs and the need to reach certain volumes to achieve profitability.  We have successfully operated programs similar to that contemplated in Florida in Maryland since 1993 and Colorado since 1995.  Simply stated, we are able to offer going concerns incremental business while we receive the benefit of avoiding the large startup cost of a stand-alone center.  It should be noted that an independent study by the University of Maryland showed no difference in the recidivism results  or customer satisfaction in Guardian’s subcontract approach in Maryland as compared to our competitor who used stand-alone centers.

Through an arrangement with Dunn and Bradstreet, Inc. Guardian has the ability to secure presorted lists of stable company’s with excellent credit and service histories in any zip code desired.  Target business must meet the following criteria: 

1. either automotive garage or twelve volt (radios, car alarms, etc.) 

2. in business for more than 5 years 

3. have between 3 and 10 employees (we have learned that, above a certain size, the incremental business we bring does not offset the problems associated with interlock participants) 

4. have an excellent credit rating 

5. have no record of DUI or drug related offenses 

6. willing to provide multiple reference checks 

7. have facilities which meet the criteria for confidentiality and security required by the interlock business 

Businesses meeting criteria 1-4 are sent letters explaining the business and outlining the potential.  Those who are interested call us.  We have learned that, if we have to sell the concept, there is little chance of a long term relationship.  Telephone interviews are conducted with respondents and the business, including the fees we are willing to pay, is explained in detail.  Successful interviews are followed by detailed reference checks and a final face to face interview.  Because we start with a prescreened list, the process normally takes no more than two weeks from first response.

In the unlikely event we have difficulty securing a location in a particular area within the time allowed, we will send our Georgia district manager to provide service on a by appointment basis.

Specifically, we plan to establish service locations in the following counties prior to August 15, 2003:

· Brevard (this center will be at the Guardian manufacturing plant in Rockledge) 

· Broward (Boca/Ft. Lauderdale) 

· Duval  (Jacksonville) 

· Escambia (Pensacola) 

· Hillsborough (Tampa) 

· Leon (Tallahassee) 

· Miami/Dade (specifically south Dade County in the vicinity of Cutler Ridge) 

· Orange

· Palm Beach 

· Pinellas 

It should be noted that a single center in either Hillsborough or Pinellas counties would meet the 30 mile requirement.  However, we agree with the Department that the geography of the Bay dictates two centers to minimize driving time. This plan is intended to meet the minimum requirements for service within the time allowed.  Our intent is to backfill the above locations as soon customer points of origin can be determined. 

Until that is accomplished, participants in the following areas can receive service as shown below.

	Area
	Service Location

	Pensacola/Tallahassee corridor

Pensacola to St. Marks coast

Jacksonville/Tallahassee corridor

Gainesville/Jacksonville corridor

Gainesville/Ocala corridor

Ocala/Tampa corridor

Jacksonville/Daytona corridor

Tampa/Tallahassee corridor 

Orlando/Tampa corridor

Orlando/Daytona corridor

Daytona/Melbourne corridor

Melbourne/West Palm corridor

Tampa/Ft. Myers corridor

Ft. Myers/Naples corridor

Naples/Ft. Lauderdale/Miami corridors

Miami/Key West corridor
	Escambia or Leon

Escambia or Leon

Duval or Leon

Duval

Orange

Hillsborough or Orange

Duval or Orange

Hillsborough or Leon

Hillsborough or Orange

Brevard or Orange

Brevard or Orange

Brevard or Palm Beach

Hillsborough or Palm Beach

Palm Beach or Broward

Broward or Dade

Dade*




While establishing service locations throughout the state is by necessity the first priority, our experience has proven that the second greatest challenge for a new interlock program is providing the state with the data that they need.  Guardian is uniquely qualified to do this.  Not only has the Millennium service center software been designed expressly for this type of job, but Guardian has on staff experienced programmers to ensure that the state’s needs are met.  Paul Treadway our Senior Systems Analyst has been working with the State of Colorado for the past two years in the implementation of their software systems.  He will begin meetings with DSHMV immediately after contract award to define the scope of the data transmission project and develop a Time and Action calendar.  Working under the direction of Roy Sheram, Mr. Treadway will take all actions necessary to meet the agreed upon deadlines.
A detailed Calendar of Events can bee seen on the following pages.  In reading the Calendar of  Events it should be understood that a statewide program cannot be implemented with an inexperienced project manager.  Our executives are accustomed to dealing with programs of this magnitude.   Florida’s unique requirement for a full time project manager coupled with the fact that there will only be nine weeks from contract award to implementation means that we will have to use our normal centralized approach to implementation.  An interim manager, Andi Haa, has been appointed.  Ms. Haa is based in Florida and has a great deal of experience in the industry.  She will perform the project manager role until we can recruit and train an executive to fill the position.
CALENDAR OF EVENTS
	PHASE
	TASK
	END

PRODUCT


	PERSONAL RESPONSIBLE
	START

DATE
	DATE

REQUIRED

	I
	PREPARE SQSO
	DOCUMENT


	JS
	4/17/03
	4/24/03

	
	SHIP SQSO
	DOCUMENT


	JS
	4/24/03
	4/24/03

	II
	PREPARE SUBCONTRACTOR

SOLICITATION LETTER 


	LETTER
	RS
	4/28/03
	4/28/03

	
	DEVELOP D&B

PRESCREENED LIST


	DATA FILE
	RS
	4/29/03
	4/30/03

	
	PRODUCE , ADDRESS AND MAIL SOLICITATION LETTER


	LETTERS
	LB
	4/30/03
	5/2/03

	
	RECEIVE AND PROCESS SUBCONTRACTOR INQUIRIES


	
	RS
	5/5/03
	5/15/03

	
	DETERMINE COUNTIES REQUIRING SECOND MAILING


	
	RS
	5/15/03
	5/15/03

	
	APPLY FOR PERFORMANCE BOND
	COMPANY AND PERSONAL FINANICAL STATEMENTS


	JS
	5/8/03
	5/8/03

	
	PRODUCE , ADDRESS AND MAIL SECOND MAILING
	LETTERS
	LB
	5/16/03
	5/19/03

	III
	PREPARE DETAILED PROPOSAL


	DOCUMENT
	JS
	5/1/03
	5/14/03

	
	SHIP PROPOSAL


	DOCUMENT
	JS
	5/14/03
	5/14/03

	
	BEGIN NEGOTIATIONS


	
	JS

RS
	5/23/03
	6/13/03

	
	DEMONSTRATIONS
	
	JS

RS
	6/16/03
	6/17/03

	
	
	
	JSt

PT

JM


	
	

	
	SUBMIT BEST AND FINAL OFFER


	DOCUMENT
	JS

RS
	6/18/03
	6/20/03

	
	COMMIT PERFORMANCE BOND
	DOCUMENT
	JS
	6/27/03
	7/1/03


	PHASE
	TASK
	END

PRODUCT


	PERSONAL RESPONSIBLE
	START

DATE
	DATE

REQUIRED

	
	FINALIZE SUBCONTRACTOR SELECTION AND SECURE RELEASES FOR CRIMINAL BACKGROUND CHECKS

	RELEASE FORMS
	RS
	
	6/15/03

	IV
	REQUEST BACKGROUND CHECKS FROM FDLE AND FBI

	
	RS
	6/15/03
	6/15/03


	
	RECEIVE BACKGROUND CHECKS


	
	
	
	7/15/03*



	
	NOTIFY SUBCONTRACTORS OF CONTRACT AWARD AND SCHEDULE TRAINING

	
	RS
	6/27/03
	6/27/03

	
	ORDER SERVICE CENTER STARTUP PACKAGES


	
	RS
	6/30/03
	6/30/03

	
	SCHEDULE DATA TRANSMISSION MEETING WITH DHSMV PERSONNEL


	
	RS

PT
	7/1/03
	7/1/03

	
	IN CONJUNCTION WITH DHSMV, DEFINE DATA TRANSMISSION REQUIREMENTS AND DEVLOP T&A


	T&A
	RS

PT
	7/7/03
	7/11/03

	
	SHIP SERVICE CENTER STARTUP PACKAGES


	
	KG
	7/7/03
	7/7/03

	
	TRAIN SERVICE CENTERS
	
	RH

FH

DW


	7/15/03
	8/15/03

	
	OBTAIN SERVICE CENTER TELPHONE NUMBERS FOR TOLL FREE ROUTING


	
	RS
	6/27/03
	6/27/03

	
	TRANSMIT ROUTING INSTRUCTIONS TO LONG DISTANCE CARRIER


	SPREAD SHEET
	JS
	7/1/03
	7/1/03


	PHASE
	TASK
	END

PRODUCT


	PERSONAL RESPONSIBLE
	START

DATE
	DATE

REQUIRED

	
	MEET WITH DSHMV TO DETERMINE REQUIREMENTS FOR POLICIES AND PROCEDURES MANUAL

	SPECIFICATION DOCUMENT
	KG
AH
	7/7/03
	7/11/03

	
	MEET WITH DSHMV TO REVIEW EXISTING TRAINING MATERIALS AND IDENTIFY NECESSARY CHANGES


	SPECIFICATION DOCUMENT
	KG

AH
	7/7/03
	7/11/03

	
	COMPLETE ALL T&A REQUIREMENTS FOR DATA TRANSMISSION


	
	PT
	7/15/03
	8/15/03

	V
	APPOINT INTERIM PROJECT MANAGER


	
	RS
	7/1/03
	7/1/03

	
	CONFIRM PRODUCTION SCHEDULE TO ENSURE ADEQUATE 

STOCK


	
	CS

KG
	7/1/03
	7/15/03

	
	SERVICE CENTER TRAINING COMPLETE


	
	RH

FH

DW


	
	8/15/03

	
	POLICIES, PROCDURES AND TRAINING MODULES COMPLETE


	
	KG

AH
	
	8/15/03

	
	MINIMUM DEVICE INVENTORY COMPETE


	
	CS

KG
	
	8/15/03

	VI
	OPEN FOR BUSINESS
	
	
	
	8/31/03


	KG
Ken Gerdes

AH
Andi Haa

FH 
Frank Holdiman

RH
Robert Huff

JM
Jim McClelland

JS
Joe Sheram
	RS
Roy Sheram


CS
Chuck Smith

JSt
Jeff Stuart

PT
Paul Treadway

DW
Don Williams 




Hardware, Software and Services Offered
As required by the ITN the following is a point by point response to the requirements in section 5.
5.1.1 Ignition Interlock System Requirements

System Configurations: 
Guardian’s proprietary information system, Millennium, provides an unprecedented level of control over the activities of our service centers.  Millennium has been developed over a five-year period at a cost well in excess of $1 million.  This system literally tracks an interlock device from its manufacture to the end of its useful life.  When a device is shipped to a service center, the system removes it from warehouse inventory and transfers it to the service center’s inventory records. 

At installation, the service center first establishes a detailed participant file on the Millennium client database.  This file contains all the basic data required by state and local authorities and serves as the repository of all data regarding a particular participant’s activity during the monitoring period.  The service center then connects its computer to the interlock device to download the operating profile required by the particular jurisdiction and to record the device’s serial number in the client data base. 

When installation is completed, Millennium prints an installation report in the format required by the local jurisdiction. It then produces a participant lease that specifies the terms of the monitoring service including costs and other participant obligations such as the duration of the monitoring cycle, etc.  It also records a duplicate record in the client database.  This data is then transmitted to the Millennium master database located at our national data center in Rockledge, Florida.  The master database contains a duplicate copy of all service center files and is accessible by properly authorized authorities via the Internet.

5.1.2 Ignition Interlock Equipment/System Software:

EQUIPMENT

Ignition Interlock Device:  Our fifth and latest model the AMS 2000 completed certification testing at the prestigious Underwriters Laboratory on April 15, 2003.  This is the device we intend to use in Florida.  The model AMS 2000 meets all the requirements listed below.   In addition to meeting these requirements, the AMS 2000 possesses a number of features designed to reduce participant inconvenience, enhance anti-circumvention protection and increase reporting capabilities.
a. Ignition Interlock Device - This device must be tested and the dated results

submitted to the Department by an independent testing laboratory meeting

ISO, ANSI or Alberta standards

Full specifications of each device must be submitted to the Department. All

costs associated with the testing standards will be the responsibility of the

manufacturer. The ignition interlock device must be alcohol specific

(measures only alcohol). The ignition interlock device proposed by the

Respondent must meet the National Highway Traffic Safety Administration's

Model Specifications (4/7/92 Federal Register) and DHSMV standards in this

ITN that includes, but are not limited to, the following: 
5.1.2 Ignition Interlock Equipment/System Software (continued..)
1. The ignition interlock device shall be able to analyze a specimen of

alveolar breath for alcohol concentration.

The Guardian Interlock Device meets these requirements

2. The ignition interlock device shall indicate when a sufficient sample of

breath has been collected and shall indicate this by audible or visual

means.

The Guardian Interlock Device meets these requirements

3. The ignition interlock device shall allow a successful ignition start if the

BrAC is 0.05 g/210L or less.

The Guardian Interlock Device meets these requirements

4. The results of the test shall be noted through the use of visual signals.

There shall be no digital breath alcohol concentration (BrAC) indication.

The Guardian Interlock Device meets these requirements

5. The ignition interlock device shall have the ability to detect and record

attempts to tamper, alter, circumvent or bypass the device.

The Guardian Interlock Device meets these requirements

(continued..)

5.1.2 Ignition Interlock Equipment/System Software (continued..)
6. The ignition interlock device shall detect and record all BrAC levels.

The Guardian Interlock Device meets these requirements
7. The ignition interlock device shall have the ability to prevent operation of

the motor vehicle by a participant who fails to retest or fails to appear at a

scheduled monitoring appointment.

The Guardian Interlock Device meets these requirements

8. The ignition interlock device shall issue a warning of an impending lockout

for a minimum of five days.

The Guardian Interlock Device meets these requirements

9. The ignition interlock device shall lockout a driver when a BrAC is greater

than 0.05 g/210L which is the fail point.

The Guardian Interlock Device meets these requirements

10. The ignition interlock device shall be capable of retesting and rolling

retesting.

The Guardian Interlock Device meets these requirements

11. The ignition interlock device shall record and engage those warnings after

a rolling retest for a breath sample greater than BrAC of 0.05 g/210L.

The Guardian Interlock Device meets these requirements

12. Under normal testing conditions, the results of 30 analyses of vapors of

known alcohol concentrations in the range corresponding to a BrAC of

0.03 g/210L to 0.05 g/210L shall have a standard deviation not greater

than 0.0035 g/210L and a mean error within plus or minus 0.005 g/210L of

the true value.

The Guardian Interlock Device meets these requirements

13. The ignition interlock device must operate at temperatures between -20

and +70 degrees Celsius using the following known alcohol concentrations

between 0.03 and 0.05 g/210L.

The Guardian Interlock Device meets these requirements

14. The ignition interlock device shall operate up to altitudes of 2.5 km above

sea level using the following known alcohol concentrations between 0.03

and 0.05 g/210L.

The Guardian Interlock Device meets these requirements

(continued..)
5.1.2 Ignition Interlock Equipment/System Software (continued..)
15. The readings of the ignition interlock device shall not be affected by

humidity, dust, electromagnetic interference, smoke, exhaust fumes, food

substance, or normal automobile vibration.

The Guardian Interlock Device meets these requirements

16. The operation of the ignition interlock device shall not be affected by

normal fluctuations of power source voltage.

The Guardian Interlock Device meets these requirements

17. The ignition interlock device shall enable the ignition relay after the

successful completion of a breath alcohol test. The device shall allow one

minute to elapse between the time the ignition is enabled to start the

vehicle. The ignition interlock device shall allow the vehicle to be restarted

within two minutes of a stall without requiring an additional test.

The Guardian Interlock Device meets these requirements

18. If the initial test results in a lockout is due to the operator's BrAC level, the

ignition interlock device shall not allow an additional attempt for 20

minutes. If the operator's BrAC is greater than 0.05 g/210L on the second

retest, the machine shall lock out for an additional 30 minutes and shall do

so thereafter for each failed retest.

The Guardian Interlock Device meets these requirements

19. The ignition interlock device shall give visual and audible signals for a

period of two to five minutes before a retest must be taken.

The Guardian Interlock Device meets these requirements

20. The failure of the operator to take a retest shall cause the ignition interlock

device to enter the violation mode and shall cause the interlock to disable

the ignition when the vehicle is turned off. It shall also provide for visible

and audio signals that the test was not taken or failed by the driver.

The Guardian Interlock Device meets these requirements

21. If the result of the retest is greater than BrAC 0.05 g/210L, the ignition

interlock device shall enter the violation mode, which shall be reported to

DDL by the manufacturer or their representative.

The Guardian Interlock Device meets these requirements

22. In case of equipment failure, the ignition interlock device shall allow for an

emergency electronic bypass authorized by the Contractor.

The Guardian Interlock Device meets these requirements

5.1.2 Ignition Interlock Equipment/System Software (continued..)
23. After the initial bypass, the ignition interlock device shall not respond to

additional bypasses. The Contractor will have 72 hours to fix or replace

the IID.

The Guardian Interlock Device meets these requirements

24. The ignition interlock device shall record any attempt by the operator to

start the vehicle without first taking the breath test, such as the use of an

electrical bypass.

The Guardian Interlock Device meets these requirements

25. The ignition interlock device shall warn the operator of upcoming service

appointments for a minimum of three days prior to the appointment.

Should the operator fail to appear, the device shall lock out on the third

day after the scheduled appointment and the vehicle shall not be operable

until the manufacturer or their representative has reset the device.

The Guardian Interlock Device meets these requirements

26. The internal memory of the ignition interlock device shall have a minimum

of 500 events and shall enter a service reminder if the memory reaches 90

percent of capacity.

The Guardian Interlock Device meets these requirements

27. The ignition interlock device shall NOT spontaneously bypass the ignition

system.

The Guardian Interlock Device meets these requirements

28. The ignition interlock device shall not be made operational by any

mechanical means of providing air to simulate alveolar breath.

The Guardian Interlock Device meets these requirements

29. The ignition interlock device shall be alcohol specific fuel cells and react to

and measure only alcohol, eliminating positive results for any other

substance.

The Guardian Interlock Device meets these requirements

b. Portable (Laptop) Workstation – Three (3) portable workstations are

necessary for Department personnel to monitor Contractor service centers for

compliance of program requirements to be delivered 45 days after contract

signing. The Contractor will provide maintenance for the workstations and

they will be returned to the Contractor upon expiration of the Contract or

subsequent renewal. This equipment will be included in the Technology

Refresh section (5.1.11) of this ITN. Specifications for the portable

workstations are as follows:

1. Laptop with Intel Pentium IV 2.20 GHz-M or faster CPU, with 512MB,

1DDR SDRAM space module. Processor speed must be the maximum

that is available at the time of ordering.

Guardian has the ability to, and will comply with all the above requirements

2. 101 Key keyboard (internal, not external)

Guardian has the ability to, and will comply with all the above requirements

3. Mouse (internal and external)

Guardian has the ability to, and will comply with all the above requirements

4. Single 3.5" high-density floppy disk drive

Guardian has the ability to, and will comply with all the above requirements

5. Internal 60GB or larger hard disk drive

Guardian has the ability to, and will comply with all the above requirements

6. Ethernet network interface connection using TCP/IP protocol over UTP for

10-BASE-T/100BASE-T with RJ-45 connector and 56Kbps modem.

Preferably a combo card.

Guardian has the ability to, and will comply with all the above requirements

7. DVD/CD-RW Combo, highest speed available for a laptop.

Guardian has the ability to, and will comply with all the above requirements

8. Separate 17 inch TFT flat panel display station to permit desk side

placement with display, keyboard, and mouse on tabletop.

Guardian has the ability to, and will comply with all the above requirements

9. The operating system must be Windows XP professional with the latest

Service pack and current “hot fixes” installed and must be configured as

part of the State’s Windows NT or Windows 2000 domain.

Guardian has the ability to, and will comply with all the above requirements

10. Current version of Norton Antivirus Corporate Edition with an Enterprise

license. The anti-virus software will be kept up to date by the Contractor

to the extent that the portable workstation is connected to the

Department’s network and is not used remotely.

Guardian has the ability to, and will comply with all the above requirements

11. Contractor must provide a laptop carrying case.

Guardian has the ability to, and will comply with all the above requirements

12. Customized version (utilizing Internet Explorer Administration kit) of

Internet Explorer, version 5.5 or higher, for uses including to access the

Department’s web page. The Contractor will create the customized

version as directed by the Department.

Guardian has the ability to, and will comply with all the above requirements

13. MSOffice 2000 XP software license.

Guardian has the ability to, and will comply with all the above requirements

c. Printer - Three (3) laser printers are necessary for Department personnel

complete tasks associated with monitoring Contractor service centers for

compliance of program requirements to be delivered 45 days after contract

signing. The Contractor will provide maintenance for the printers and they will

be returned to the Contractor upon expiration of the Contract or subsequent

renewal. This equipment will be included in the Technology Refresh section

(5.1.11) of this ITN. Specifications for the printers are as follows:

1. HP LaserJet 4200dtns printer.

2. Print speed of 35 pages per minute.

3. Must be networkable and the network interface must be internal to printer.

4. Must have appropriate interfaces that are compatible with operating

system and software including Windows.

Guardian has the ability to, and will comply with all the above requirements.

5.1.3 INSTALLATION:

The Contractor must install and remove IIDs according to the following

guidelines:

a. Contractor shall inspect all vehicles prior to interlock installation and

determine that the mechanical and electrical components which will be

affected by the ignition interlock device are in acceptable and proper working

condition. No device shall be installed until the participant makes the vehicle

capable of such installation.

b. Installations shall be made in a professional manner and in accordance with

acceptable industry standards. All electrical connections made to the vehicle

shall be permanent, such as by the use of soldering.

c. Installations shall include all of the tamper-resistant features required by the

Department in its criteria for device approval, which include, but are not

limited to, the following:

1. A unique and identifiable covering, seal, epoxy, or resin at all exposed

electrical connections for the device.

2. Connections to the vehicle that shall be under the dash or in an

inconspicuous area of the vehicle.

3. A unique and easily identifiable tamper seal, epoxy, or resin at all

openings (except the breath and exhaust openings) of the hand-held

control and support units.

d. Contractor shall maintain the capability to accommodate applicants needing

special services in accordance with requirements of the Florida Americans

With Disabilities Accessibility Implementation Act, Sections 553.501 –

553.513, Florida Statutes, and the current Florida Disability Code for Building

Construction, providing requirements for persons with disabilities and with the

requirements of Public Law 101-336, enacted July 26, 1990, effective January

26, 1992, Section 28 CFR Part 35 and Appendix to Section 36 CFR Part

1191, 42 USCS s.12101 et seq., known as the “Americans with Disabilities

Act of 1990.”

e. Contractor shall affix a warning label approved by the Department to each

device that reads, “Any person tampering, circumventing or otherwise

misusing this ignition interlock system is guilty of a violation of law and may

be subject to civil liability.”

f. Immediately upon installation, the Contractor shall electronically transfer

(FTP) to the Department the following information as specified in Section

5.1.4.e, SERVICES AND MONITORING REQUIREMENTS:

1. Name, address, driver’s license number, and telephone number of the

participant.

2. Owner, make, model, year, vehicle identification number, and registration

information on any vehicle in which a device was installed.

3. Serial number of the device installed.

4. Length of the installation period, date of first monitoring check (next

service date), and payment schedule.

5. Confirmation of the participant’s successful completion of appropriate

training. (continued..)
5.1.3 INSTALLATION (continued..)
g. Contractor shall follow manufacturers approved written instructions for the

installation and removal of ignition interlock devices. A copy of the

instructions shall be provided to the Department.

h. Contractor must provide adequate training for participants and any family

members or friends who will operate the vehicle.

i. Removal of the devices shall be done in such a manner as to return the

vehicle to its normal operating condition.

j. Contractor must install the ignition interlock device within seven calendar

days after the initial notification from the participant that it is required. The

Contractor will provide an appointment scheduling, toll-free telephone number

that will be available from 8:00 a.m. through 5:00 p.m., Monday through

Friday, for statewide scheduling of installation.

Guardian will comply will all of the above requirements.

5.1.4 SERVICES AND MONITORING REQUIREMENTS:

The Contractor must demonstrate the ability to provide effective and efficient

service in installing the ignition interlock device and integrating it into the motor

vehicle’s electrical and ignition system. Contractor must also be able to provide

the necessary data from the ignition interlock device to the Department in a

timely manner and according to the following guidelines:

a. Servicing, inspecting, and monitoring of each device shall occur within the

next calendar month after the initial installation and every calendar month

thereafter.

b. The Contractor shall maintain electronic records on his local computer, which

is FTPed to the Department, on every participant for the duration of the

Contract, including the results of every monitoring check. The Contractor

must provide a certified letter for all violations if requested by the Department.

c. Within three calendar days of a monitoring check, Contractor shall have

conveyed to the Department all the data as listed in Attachment A, IGNITION

INTERLOCK DEVICE PROGRAM DATA FIELD DESCRIPTION, as specified

in Section 5.1.4.e below concerning the following:

1. Name of the participant.

2. Number of miles driven during the monitored period.

3. Charges for the monitoring visit.

4. Date of the next scheduled monitoring visit.

5. Any type of repair work undertaken on the device and the probable cause

for the repair.

6. Any areas of discussion or concern raised by the participant relating to the

operation and/or use of the ignition interlock device or the participant’s

status in the program.

d. Within one business day of performing the monitoring check, the Contractor

shall report to the Department, as specified in Section 5.1.4.e. below, any

evidence of the following to include ten events before and ten events after:

1. Altering, tampering with, bypassing, or removing the device.

2. Failure to abide by the terms and conditions of the program, including the

failure to appear for the monitoring visit.

3. One or more lockouts (e.g., for violations that include a high BrAC, a BrAC

failure, a retest failure, or a power interruption).

4. Indication of non-compliance, such as a failure to take a random or retest.

5. Data indicating the participant attempted to start the vehicle while under

the influence.

e. The Contractor shall be responsible for utilizing centralized computer

hardware that is compatible with the computer systems of their local service

centers. Participant information must be electronically transferred (FTP) from

the centralized computer to the Department in a secure chain of custody to

ensure no corruption of data throughout the reporting process. At a minimum,

this will require that machines involved in the collection and transmittal of the

data have auditing features turned on, are secured or “hardened” according to

industry standard best practices, are kept up to date with security patches

and revisions, and access to the machines is restricted to authorized

(continued..)
5.1.4 SERVICES AND MONITORING REQUIREMENTS (continued..)
individuals through appropriate account management procedures.

f. The Department shall approve the days and hours of operation of the service

centers. The days and hours of operations will be flexible to meet the needs

of participants. The hours of operation shall be between 6:00 a.m. and 10:00

p.m.

g. The Contractor shall be available Monday through Friday, 8:00 A.M. to 5:00

P.M., Eastern Standard Time, to answer all questions and handle any

mechanical problems relating to the device in the vehicle and to repair or

replace an inoperable or malfunctioning ignition interlock device.

h. The Contractor shall provide a 24-hour toll-free telephone number effective

August 29, 2003, to all participants for any question about the IID Program or

for emergencies to include technical information, bypasses due to faulty

equipment, towing service or road service. An example of such an

emergency would be if the vehicle will not start due to a faulty ignition

interlock device, and the Contractor must advise applicant on how to bypass

the system. The Contractor must provide on a monthly basis an electronic

log listing of all toll-free calls along with bypass approvals.

i. Any towing services for a device that malfunctions shall be paid for directly by

the Contractor or if paid by the customer, the Contractor shall reimburse the

customer.

j. Within 24 hours of providing a successful bypass, the Contractor must

respond to the service inquiry. Within 48 hours of the successful bypass, the

repair or replacement of the ignition interlock device shall be completed.

k. The Contractor shall have the authority to permit an emergency bypass of a

device based on the provider’s discretion. However, this authority may be

limited by participating courts and the Department. Contractor must report

and explain to the Department any and all bypass approvals.

l. The Department shall approve locations for service centers. Service centers

shall be on-line by August 29, 2003, with any further expansion to be

determined by the Department. Participants in the IID Program shall not be

required to drive more than 100 miles to any given service center. The

exception to this requirement will be in the high density counties identified as

Duval, Pinellas, Hillsborough, Orange, Palm Beach, Broward and Dade, in

which participants must not be required to drive more than 30 miles to a

service center.

m. Service centers shall be constructed in such a manner that the participant or

any other unauthorized personnel cannot witness the installation and

servicing of the ignition interlock device.

n. It is preferred but not required that the service centers and personnel be

dedicated exclusively to the installation, calibration, maintenance and removal

of interlock devices. Contractor must supply sufficient staff and supervision to

assure compliance with contract.

o. Adequate security measures shall be taken to ensure that unauthorized

personnel cannot gain access to secured materials.

(continued..)

5.1.4 SERVICES AND MONITORING REQUIREMENTS (continued..)
p. The Contractor shall provide both a criminal records check and a driver’s

license record check of all contractor and subcontractor personnel assigned
to work on this project. The Contractor must agree the Contractor's and

subcontractors’ employees, working on any phase of the design,

maintenance, or operation of the IID System, may be subject to agency

security clearance or other security requirements imposed by the State. The

Contractor must obtain a background investigation on all Contractor and

subcontractor personnel assigned to this project with the Florida Department

of Law Enforcement and the Federal Bureau of Investigations, and certify the

results to the Department, prior to allowing the personnel in question to work

on the project, Contract or subcontract. The Department reserves the right to

reject for use on this project, any employee of the Contractor, or any

employee of any sub-contractor, who has a criminal conviction.

q. The Contractor must ensure that the participant has no access to the IID

installation or download of the data process in the Service Center bays or at

any time when maintenance service is provided. Only Contractor authorized

personnel shall have access to the Contractor’s computer systems for

download and updates. The Contractor shall identify, validate and invalidate

all users of the application within 24-hours of employment or unemployment.

All information obtained by the Contractor for the IID Program is a part of the

Department’s record and shall only be released by the Department.

r. The Contractor must provide detailed training modules for the Service

Center’s Training Program. This will include the training provided to the

participant and family members or friends who may operate the vehicle along

with the training for service center technician, who will install, repair or

deinstall IID devices as well as personnel downloading data to the web-based

application. From the technical requirements provided in this ITN, the

Contractor must develop policies and procedures to be used in the training

modules that include at a minimum, installation, certification, bypass and

deinstallation of the ignition interlock device.

s. All contracts used for the IID program must be exclusive between a

participant and the Contractor. The Contractor must submit a copy of the

contract that would be required of the participants with a list of the primary

and secondary costs.

Guardian will comply will all of the above requirements.

5.1.5 CERTIFICATION:

a. Certification

1. Each offeror shall provide to the Department seven (7) certified copies of

the testing documentation from by an independent testing laboratory

meeting ISO, ANSI or Alberta standards. Certifications must include the

date the model was first manufactured and they should be signed and

attested to by appropriate corporate officers of the independent laboratory

indicating the accuracy of the reported results and that the device meets

the requirement of NHTSA and the Department.

2. The Contractor must perform a monthly maintenance diagnostic routine on

all IID equipment installed and maintain records of pass/fail results.

3. The Contractor shall provide the Department a letter each year by

September 1 that identifies every type/model ignition interlock device and

certify that the devices meets the NHTSA and Department standards

identified in paragraph 1. above. If the type/model ignition interlock device

has not been tested, the Contractor shall provided certification from an

independent lab and bears all cost of certification. The results of each

test, and the certification of each device, shall be submitted to the

Department.

Guardian will comply will all of the above requirements.

5.1.6 REPORTING:

The Contractor will be responsible for providing information requested by the

Department regarding the program’s participants, complaints or concerns,

technical problems encountered or any other information that is available. The

Department will work with the Contractor in designing specific reports required for

monitoring and audits. Reports shall be transmitted electronically to the

Department. A listing of data elements is included in Attachment A, Ignition

Interlock Device Data Elements.

a. On a quarterly basis, a summary of all complaints received and corrective

actions taken by the Contractor shall be conveyed to the Department as

specified in Section 5.1.4.e, SERVICES AND MONITORING

REQUIREMENTS. The reports must include but not be limited to the

following categorizes:

1. Customer error or operation.

2. Faulty automotive equipment other than the device.

3. Apparent misuse or attempts to circumvent the device causing damage.

4. Device failure due to material defect, design defect, and/or workmanship

errors in construction, installation, or calibration.

b. The Contractor shall inform the Department of any modifications or

adjustments to the ignition interlock device approved by the Department

undertaken by the manufacturer.

c. The Contractor shall provide to the Department proof of installation and the

results of servicing.

d. The Contractor shall provide public information to interested applicants

concerning the device and costs of the program. This public information must

be provide in both English and Spanish translation.

e. The Contractor shall provide updates and upgrades that enhance product

performance and supply the best technologically advanced device available

for Department approval.

Guardian will comply will all of the above requirements.

5.1.7 QUALITY CONTROL AND ASSURANCE:

The Contractor must demonstrate the ability to establish service centers and

employ personnel according to the following guidelines:

a. Quality Control and Assurance is a main component in the statewide services

process and the Contractor must provide a plan that will outline all elements

identified in this ITN. A detailed breakdown of the various functions to be

covered in the Quality Control and Assurance Program must be addressed.

The final Quality Control and Assurance Program will include all the elements

of the ITN and must be approved by the Department.

Guardian will comply will all of the above requirements.

5.1.8 INDIGENT GUIDELINES:

Per Section 316.1937(2)(d), if the court imposes the use of an ignition interlock

device, the court shall: “Determine the person’s ability to pay for installation of

the device if the person claims inability to pay. If the court determines that the

person is unable to pay for installation for the device, the court may order that

any portion of a fine paid by the person for a violation of s. 316.193 shall be

allocated to defray the costs of installing the device.” Therefore, the Contractor

must allow for the participation of these offenders.

If indigent services expand due to legislative action that results in changes in cost

to the Contractor, the Department and Contractor shall negotiate an adjusted fee

increase to offset the cost

Guardian will comply will all of the above requirements.

5.1.9 PROJECT MANAGEMENT AND OPERATIONS:

a. The Contractor will appoint a full-time project manager and appropriate staff

residing in the State of Florida for the duration of the contract term, and the

term of any renewal and/or extension. The project manager’s responsibilities

are described as follows in addition to the requirements listed in Sections

3.32, Status Reporting; 5.1.6, Reporting; 5.1.7, Quality Control and

Assurance; and 5.1.10, Training:

1. Contractor personnel assigned to the Contract shall work the same days

State employees work, and take the same holidays as State employees.

Any benefits due Contractor personnel because they worked on a holiday

that the Contractor recognizes but the State does not recognize are the

responsibility of the Contractor. The Contractor will designate an “on-call”

person to monitor the program in the absence of the Project Manager.

2. Contractor personnel assigned to the Contract must be available eight (8)

hours each day, Monday through Friday, excluding state holiday.

Contractor shall work with the State regarding scheduling of vacation time

for contracted employees and shall make all reasonable efforts to comply

with the State’s requirements.

3. Contractor’s project manager is responsible for quality control, reports and

statistics, updates to all required documentation, and field service

reporting and repairs.

4. Contractor’s project manager must monitor reporting daily to verify that all

data was transmitted from the previous day and if not received, must

contact service centers for a backup of the data for immediate

downloading. Should there be communication or software problems

preventing the data transfer, the project manager must resolve the

problems immediately.

5. Contractor’s project manager shall be required to meet on a weekly basis

with follow up documentation as described in Section 3.33, Status

Reporting, during the installation phase of the project. The project

manager shall be required to attend monthly meetings in the Neil Kirkman

Building in Tallahassee, Florida, for the duration of the Contract.

b. Principal period of operation for service centers shall be at least nine (9)

working hours per day, from 8:00 a.m. to 5:00 p.m., Monday through Friday.

At the discretion of the State, the principal period of maintenance may be

changed for a service center by attaching an amendment that states the

alternative hours of operation for that site.

c. The Contractor shall provide adequate staff and stock necessary levels of

spare parts to provide maintenance per the requirements, terms, and

conditions of the Contract.

d. Only parts approved by the original equipment manufacturer for the specific

device being serviced shall be used when replacement parts are required.

(continued..)

5.1.9 PROJECT MANAGEMENT AND OPERATIONS (continued..)
e. All personnel performing maintenance on the ignition interlock devices as well

as laptops and printers must be trained to service the equipment covered by

this Contract. Training shall be completed before the individual is assigned to

service the equipment covered by this Contract. Training shall be provided to

whatever level is necessary to ensure the individual has the requisite

qualifications to perform satisfactory maintenance service.

f. The Contractor shall identify all key personnel who shall be providing

maintenance for the Ignition Interlock Device Program, furnish the State with

a means of identifying these personnel, furnish the State with credentials on

these personnel and notify the State at least thirty (30) days in advance of

any reductions in staffing levels of key personnel at any local or district office

serving the State.

g. The Contractor shall provide both a criminal records check and a driver’s

license record check of all contractor and subcontractors personnel assigned

to work on this project. The Contractor must agree the Contractor's and

subcontractors’ employees, working on any phase of the design,

maintenance, or operation of the IID System, may be subject to agency

security clearance or other security requirements imposed by the State. The

Contractor must obtain a background investigation on all Contractor and

subcontractor personnel assigned to this project with the Florida Department

of Law Enforcement and the Federal Bureau of Investigations, and certify the

results to the Department, prior to allowing the personnel in question to work

on the project, Contract or subcontract. The Department reserves the right to

reject for use on this project, any employee of the Contractor, or any

employee of any sub-contractor, who has a criminal conviction.

h. The Contractor shall: (a) maintain the Software to operate in a manner as

described in the Contractor's proposal, the ITN and relevant Software

documentation; (b) supply technical bulletins and updated user guides from

time to time; (c) correct or replace the Software and/or remedy any

programming error, which is attributed the Contractor; and (d) service the

Software in a professional manner with qualified personnel. If the Contractor

provides a software update, Software documentation must be provided upon

delivery of updated Software releases. The Contractor will insure that the

updated software release is compatible with the application software originally

installed by the Contractor and accepted by the State.

Guardian will comply will all of the above requirements.

5.1.10 TRAINING:

Contractor will demonstrate the ability to provide efficient and effective service to

the participants of the program according to the following guidelines:

a. Service center technicians shall be trained by the Contractor to install,

remove and service the approved ignition interlock, and access its data. The

Department shall determine all threshold settings for the IID and computer

screens, and at no time shall screens or data be changed or manipulated

without prior written consent from the Department.

b. Contractor shall develop an orientation to the ignition interlock device for

participants and any family members or friends who will operate the vehicle.

c. Contractor shall train participants and their family members or friends who will

operate the vehicle.

d. Contractor shall develop a training program for Department staff and judges

for orientation and management of the ignition interlock program. The

training must include system hardware and software components. There will

be a minimum of eight training sessions statewide during the first year and a

minimum of four training sessions statewide each year thereafter for the

duration of the contract.

e. Qualified and experienced instructors must lead all training courses.

Instructors shall be thoroughly familiar with topics appropriate to the operation

and maintenance of the ignition interlock device program. Local sales and/or

maintenance personnel are not considered appropriate for this task.

f. The Department reserves the right to make audio and video recordings of any

and all training sessions for later use by the DDL training system users. The

Contractor shall cooperate with the Department to make these recordings.
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g. A reference and problem-solving guide shall be developed by Contractor and

given to participants at the time of installation. The guide shall include

information on the location of service centers, servicing procedures,

emergency procedures, and how the device detects non-compliance. In

addition, the guide shall include the type of vehicle malfunctions or repairs

that might affect the ignition interlock device and what to do when such

repairs are necessary. The guide must be provided in both English and

Spanish translation.

Guardian will comply will all of the above requirements.

5.1.11 TECHNOLOGY REFRESH:

Each laptop computer and printer originally furnished on July 14, 2003, shall be

replaced by the Contractor within six (6) months of July 14, 2008.

The Contractor shall affix to each laptop computer and printer an easily visible

and legible property label, identifying the device, and the original date of delivery.

This label shall remain throughout the use of the device in the System, including

any service removals of the device.

Cost of the technology refresh must be included in the primary fee pricing.

Guardian will comply will all of the above requirements.

GUARDIAN INTERLOCK DEVICE

MODEL AMS 2000

TECHNICAL SPECIFICATIONS

Approvals:

UL Certified NHTSA Compliance
Environment:

Temperature range:
Automotive (-40C to +85C) 
Humidity:

0-99% (non-condensing)
Altitude:

-500 to 15,000 ft
User Interface:

8 Character LED display
Piezo Speaker (prompt tones)
Membrane switch ON/OFF
Disposable Mouthpiece
Automobile Interface:

Standby Power Requirement:
9 to 20 VDC, < 25 mA
Operating Power Requirement:
9 to 20 VDC, 2A
Starter Interlock: 

30A Dry Relay Contact
Horn Relay:


30A Dry Relay Contact
Internal Fuse:


3A
Service Interface:

Proprietary Software communication via USB Connection for configuration, calibration, and data download.
Sensor:

Technology:


Ethanol-specific Electrochemical sensor (fuel cell)
Sensing Accuracy:

Exceeds NHTSA Requirements
Sample process time:

< 10 Sec for a ‘clean’ sample
Interferent Gases:

None Known
Operating Limits / Thresholds:

Alcohol Setpoint:

Selectable, .025 nom
Minimum Volume Requirement:
Selectable, 1.5 L nom
Lockout Interval:

Selectable
Anti-Circumvention:

Selectable, Multiple Modes
Driving Schedule:

Selectable
Data Log Capacity:

> 6 months Heavy Use
Other Features:

Advanced Anti-Circumvention Technology
Non-Volatile Memory 
Advanced Bypass Detection Technology

for Event Data
Advanced Water Rejection Technology
Fully Programmable
CERTIFICATION OF EXPERIENCE

AND CUSTOMER REFERENCES

Certification of Experience

This certifies that Sheram Enterprises, Inc., d/b/a Guardian Interlock Systems has successfully operated and managed IID programs in over 20 states for a period in excess of 5 years.  Specifically, Guardian Interlock Systems and its current management have been in continuous operation since 1991.  Guardian Ignition Interlock Manufacturing, Inc, d/b/a Guardian Manufacturing, a related company in which the Principals of Sheram Enterprises, Inc. are majority stockholders, was formed in 1993 to produce the Guardian Interlock Device.  The Guardian Interlock Device has been continuously produced by Guardian Manufacturing for a period of 10 years.  During that period, nearly 30,000 Guardian Interlock Devices have been produced.  Also during this period, four new device models have been designed and manufactured and the products have been in continuous service in a total of 26 states.

	State


	Contact
	Telephone
	Contract Term

	Colorado
	John Duncan

Assistant Director

Department of Revenue


	303-205-5949
	1996-present

	Georgia
	Neil Childers

Legal Counsel

Department of Motor Vehicle Safety


	678-413-8765
	1993-1998

Went to open competition

	Maryland
	Jane Valenzia

Motor Vehicle Administration


	800-492-4575
	Open competition

	Illinois
	Brad Frallick

Department of Secretary of State
	217-785-4128
	Pilot Program

1995-2002

open competition



	Oregon
	Micha Pantle

Drivers License Suspension

Department of Motor Vehicles


	503-945-5089
	1994-2000

went to open competition


 Customer References

Certified Minority Business
This is not applicable for Guardian Interlock Systems.
 *ability to achieve this date is out of our control requires cooperation from agencies involved








* Indicates that Guardian has either complied with these requirements in other states or agrees to the specifications of the ITN





*It is recognized that Key west is slightly beyond the 100 mile radius but statistics do not support a center)








